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instructions sent from an authorized user, said instruc-
tions being sent as IP packets over the communications
network; and
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said Channel Take Over feature including at least one of (i)
disconnection of the bridge by said instructions being
sent as [P packets or (ii) generation of a dominating radio

signal at a selected location(s) for which the Channel
Take Over feature is to be activated to temporarily inter-
rupt transmissions generated from those location(s).

4. A method, as claimed in claim 3, wherein:

said Channel Take Over feature further includes activating

and deactivating the radio bridge by manipulation of one
or more icons on the first or second user interface.

5. A method, as claimed in claim 3, wherein:

said computer coded instructions are configured to prevent

activation and deactivation control of said radio bridge at
said communication endpoint.

6. A method of communicating radio transmissions
between communicants having respective radio systems, said
method comprising:

providing:

(1) an emergency call center location having a first user

computer coded instructions associated with said server
and said computer processors to selectively control and >
monitor the system to include (i) activation and deacti-
vation of said radio bridge as controlled by said first
computer and to prevent activation and deactivation con-
trol at said communication endpoint, and (ii) to produce
visual displays on said user interfaces; and 10
wherein said visual displays include an activation or status
screen showing a Channel Take Over feature, said Chan-
nel Take Over feature indicating whether the authorized
user has interrupted the ability of radio transmissions at
selected endpoint locations. 15
3. A method of communicating radio transmissions
between communicants having respective radio systems, said
method comprising:
providing:

using the Channel Take Over feature to selectively activate

and deactivate the radio bridge to said at least one com-
munication endpoint for a selected period of time,

interface for viewing a status of an emergency com-

(1) an emergency call center having a first user interface 20 cati tem:
for viewing a status of an emergency communication | unication systen, . . .
system: (i1) a communication endpoint location having a second

(i1) at least one communication endpoint having a sec- user 1nte1.'fac.e for V1eW1.ng a status of the emergency
ond user interface for viewing a status of the emer- , communication system; . .
gency communication system: 25 (iii) a communications server for managing communi-

(iii}) a communications server fo} managing communi- cations between users of the respective user interfaces
cations between users located at said emergency call located aF sa{d emergency call e nter location and said
center and said at least one communication endpoint; L umcat}on e ndpoint locatloq; .

(iv) a communications network for interconnecting the (iv) communications network for lnterconnecting the
communications server, the emergency call center, 30 communications server e}nd the lo.catlons, the.server
and the at least one communication endpoint, the and each of the locations having respective IP
server, the emergency call center, and the at least one addres;es, . .. . .
communication endpoint each having respective 1P (v)apublic I'e.lle system comprising aplurality prubllc
addresses: safety radios, at least one public safety radio being

(v)apublicradio system comprising a plurality of public 33 associated with Szld lemer.ger.lcy call center or an
safety radios, at least one public safety radio being emergency responder location; .
associated with said emergency call center or an (vi)a 1 ocal radio system comprising a plurah‘Fy oflogal
emergency responder location; radios, at least one local radio being associated with

(vi) a local radio system comprising a plurality of local .t.he communication endpglnt.; . .
radios, at least one local radio being associated with 40 (Vn). ara dio bridge for facﬂlte}tlng direct r.adlo commu-
the coinmunication endpoint: nications between the public safety radio system and

(vii) a radio bridge for facilitating direct radio commu- Lhe dlocal radio ;?Stgm(’l t.h © E;dlo brldffe 1n§1ud1ng
nications between the public safety radio system and ardware o enable bridging between the radio sys-
the local radio system, the radio bridge including tems, Sal.d brldge. furth.e r 1nclud1ng a processor that
hardware to enable bridging between the radio sys- 43 communicates with said communications server to
tems, said bridge further including a processor that receive activation and deactivation instructions, said
communicates with said communications server to instructions being sent by IP packets over a commu-
receive activation and deactivation instructions, said .I}.lcatlons network: . . . . .
instructions being sent by IP packets over the com- (viii) computer coded instructions associated with said
munications network: 50 server and respective computer processors at said

(viii) computer coded instructions associated with said emergency r.esponder and co unication endpp int
server and a computer processor located at said emer- locatlonsf said computer software? coded instructions
gency call center, said computer coded instructions to to selectlv.ely .control and. monitor the system 1o
selectively control and monitor the local radio system include activation and Qeactlvatlon qfthe rgdlo bridge
to include activation and deactivation of the radio 55 andto produce visual displays on said user interfaces;
bridge and to produce visual displays on said user anq . . . . L
interfaces: generating a visual display including an activation or status

providing a Channel Take Over feature associated with the screen on the first or secpnd user interfaces show1.ng an
emergency call center; Audio Detect feature, said Audio Detect feature being an
’ 60 indication of which communication endpoints are cur-

rently transmitting radio communications at that time.
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